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Abstract

Automation of network security systems has led to ever increasing complexity and opaqueness. Ceding command and control actions to systems that are fully or even partially unknown to administrators can lead to possibly catastrophic results. Theoretical abstract models can aid in gaining visibility and insight into the construction and operations of these systems. This paper will utilize the early command and control information systems model EATPUT to allow a better understanding of the stages and operation of a modern Security Incident Event Management (SIEM) system.
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